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Abstract—Multicast enables efficient point-to-multi-points
communications. However, due to several deployment issues,
multicast research slowed in the early 2000s and many of its use-
cases were replaced by Content Delivery Networks and unicast
communications. We argue that despite its past deployment
complexities, multicast should be reconsidered to build a more
energy-efficient Internet. We highlight using measurements in
emulated networks the benefits of multicast regarding CPU cycles
and traffic volume. Moreover, we discuss how the past limitations
could be solved with today’s Internet architecture and protocols,
such as the Bit Index Explicit Replication mechanism.

Index Terms—Multicast, energy-efficient communication,
P2MP, Bit Index Explicit Replication, BIER

I. INTRODUCTION

Multicast enables efficient resource utilization when consid-
ering point-to-multi-points (P2MP) communications. Packets
are not duplicated for the segments that are identical to
multiple receivers. It ensures that at most a single copy of each
packet traverses each link of the network, thus constructing a
multicast tree from the source towards all receivers. Multicast
routing protocols (e.g., PIM [29]) usually leverage the under-
lying unicast routing to distribute the packets to the receivers.

This mechanism is efficient regarding resource-consumption
because (i) the multicast source sends a single copy of each
packet independently of the number of receivers and (ii) the
number of packet copies in the network is minimal with
respect to the underlying routing protocol.

Multicast was a hot topic in the late 90s. IP Multicast [6]
was the first deployed large-scale multicast network, but
mainly used for research purposes. Despite its attractive
properties, the research in multicast slowed due to several
deployment issues [8]. Most use-cases were replaced with
easier solutions, such as Content Delivery Networks (CDNs).
CDN servers are generally located close to the receivers and
transmit their data using unicast communications.

Some applications still use multicast communications, no-
tably IPTV or financial applications. However, point-to-
multipoint applications such as video-conferencing [15] and
live-streaming [23], which both gained in popularity in the
past few years, still rely on unicast delivery while they could
clearly benefit from a multicast architecture. The Bit Index
Explicit Replication (BIER) protocol [26] was recently intro-
duced to reduce the deployment burden of multicast networks,
notably by removing the need of explicitly constructing and
maintaining multicast routing trees.

This position paper reconsiders the use of multicast in exist-
ing networks. Beside the more complex architecture compared
to unicast-only communications, we believe that its resource-
efficient properties should encourage the network community
to reconsider multicast and propose deployable solutions.

This paper is organized as follows. In Section II, we
emphasize on the impacts of multicast compared to unicast in a
P2MP scenario. We demonstrate again that multicast decreases
the number of CPU cycles on the multicast sender, as well
as decreases the utilization in the network while keeping the
same workload. Section III presents some historical issues of
IP Multicast, and how they could be resolved today with new
protocols that do not require per flow-state in the routers such
as BIER [26], and user-space implementations such as the
QUIC transport protocol [12]. Section IV concludes this paper.

II. BENEFITS OF MULTICAST

In a multicast-capable network, packets flow from the
source to the destinations with the help of intermediate routers
composing the multicast tree. This multicast tree is usually
built following the underlying routing protocol [29]. Packets
are only copied by a router when receivers are reachable
through different next hops.

Many use-cases on the Internet currently rely on unicast
routing to send the same information to several recipients.
For instance video-conferencing solutions often rely on relay
servers duplicating the video content to every participant of
a meeting. This may add pressure on several network nodes
that are far away from the data recipients. These data could be
sent in a single network packet and duplicated by the servers
close to the recipients, saving important network resources.
The CDN providers may play a key role in this process.

We highlight the benefits of transitioning from unicast to
multicast for such use-cases. We emulate the GEANT network
using Mininet [10]. GEANT is composed of 22 routers and
36 bidirectional links.

We use Bit Index Explicit Replication (BIER) [26] as
our multicast forwarding mechanism. BIER is a recently
standardized stateless multicast architecture. In a nutshell, the
multicast tree is implicitly embedded in each packet as a
bitstring, where each bit uniquely identifies a multicast BIER-
capable router in the network. The BIER Ingress Forwarding
Router (BFIR) is the only node keeping state for the receivers’
location of the multicast flow. BIER leverages the underlying
routing protocol to forward and duplicate the packets in the
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Fig. 1. Number of MB flowing in the network from the source to the destinations.
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Fig. 2. CPU cycles count at the sender.

network. Our experimental setup leverages our open-source
implementation of BIER that exposes a socket-like API to
send BIER packets [18].

An experiment consists in a source sending 100 UDP pack-
ets containing 1000 bytes of payload to an increasing number
of receivers in the network. In the unicast case, the source
sends a copy of each packet to each receiver individually. In
the multicast scenario, the source sends a single copy of each
packet and relies on the multicast forwarding mechanism. We
willingly set aside the communication initialization overhead,
i.e., how the receivers notify their intention to receive the UDP
traffic.

For an increasing number of receivers n, we measure (i) the
total number of bytes flowing in the network (Fig. 1) and
(ii) the number of CPU cycles executed by the source (Fig. 2).
In the unicast model, this is the sum of the CPU cycles of each
process sending traffic to the receivers.

Fig. 1a presents the evolution of the number of bytes flowing
in the network with respect to the number of receivers. This
value increases both with unicast and multicast as we increase
the number of receivers, but multicast scales better with wider
groups. When the number of receivers is small (n ≤ 6), the
evolution is identical for both solutions. This is confirmed by
Fig. 1b. We noticed that the first 6 receivers of our experiments
are directly connected to the source. All packet copies are thus
performed by the BIFR, making no difference between unicast

and multicast.
Fig. 1b also highlights that for n ≤ 6, multicast generates

more bytes on the wire compared to unicast. First, BIER
adds an overhead due to its additional header [27]. Second,
our implementation [18] forwards the BIER packets inside IP
tunnels [28], increasing this overhead.

With more receivers (n ≥ 7), we see that multicast out-
performs unicast in terms of resource-utilization. With an
identical workload, fewer bytes flow in the network with
multicast.

Fig. 2 shows the number of CPU cycles executed by the
source. We run the experiment 3 times for each value of n.
Fig. 2b shows the ratio between the two median values. Fig. 2a
shows that for a unique receiver (n = 1), multicast and unicast
behave similarly. The apparent small speed-up of multicast is
certainly due to artifacts. The number of CPU cycles remains
constant for multicast, independently of the increasing number
of receivers. On the other hand, the CPU cycles of the unicast
sender linearly increases with n. Fig. 2b shows that when
n = 2, the multicast sender already uses half the number of
CPU cycles compared to the unicast version. This ratio further
decreases with n. With multicast, the number of CPU cycles
executed by the source remains constant, independently of
the number of receivers.

One could argue that Fig. 2 should take in consideration
that the overhead of duplicating the packets is spread among



the multicast-capable routers instead of the source. However,
as fewer packets are forwarded in the network (see Fig. 1),
we assume that the reduction of the number of packets to
process compensates this overhead. Hardware implementations
of BIER (e.g., with P4 [16]) would further reduce the cost of
packet copies on routers.

This section supposed that the source sends UDP packets
with an unprotected payload. If we consider secured commu-
nication with protocols such as QUIC [12], TLS over TCP
and TCPLS [22], the overhead on the sender further increases
compared to a unicast solution. For each receiver, the sender
shall separately encrypt the payload at great cost. With a
unified multicast flow, the sender would only encrypt the
data once. This design rises several security concerns, such
as source authentication and dynamicity in multicast groups,
which are still open research problems. Multicast extensions
for QUIC [11] suggest solutions to these issues.

III. PAST ISSUES WITH MULTICAST

Despite its attractive properties for P2MP communication,
several deployment issues contributed to the decline in interest
in multicast [8], [25]. In this section, we discuss some of these
aspects, and how they could be solved using new standardized
protocols such as BIER and the existing Internet architecture.

a) Multicast does not scale in large networks: An his-
torical issue of IP Multicast concerns the state required on
intermediate routers, which grows with the number of mul-
ticast groups in a network. Routers must maintain state for
each multicast tree that is explicitly built. In the late 90s,
these routers did not have much memory to support numerous
groups. Moreover, the signaling used to build and maintain
these trees adds a processing overhead.

With new multicast architectures such as BIER [26], the
routers only need to maintain state proportional to the size of
the network, independently of the number of multicast groups.
The multicast tree is implicitly built inside the bitstring of
the BIER header [27]. Moreover, such source-routed solutions
enable for traffic-engineering purposes, e.g., with BIER-TE [9]
and Yeti [7]. Other stateless approaches suggest the use of IPv6
Segment routing for multicast [4]. With the large addressing
space of IPv6, it is also possible to embed the bitstring
directly in the IPv6 destination address [20]. With stateless
mechanisms such as BIER, it becomes easier to deploy
multicast in large-scale networks.

b) New multicast protocols are not easily deployed:
In the late 90s, deploying new protocols was a tedious task
as they were mainly implemented directly in the kernel. It
required complex programming and updates of the network
stacks. Nowadays, the performance gap between kernel-space
and user-space implementations has decreased. It becomes
easier to design, implement and deploy new protocols. The fast
adoption of QUIC [12] is an example. The P4 programming
language [2] enables to easily implement various data-plane
functions at high-speed. Multicast forwarding mechanisms
could benefit from this modularity. It becomes possible to
implement multicast protocols in user-space.

c) Inter-domain multicast is a hard mission: Multicast
forwarding protocols have initially been designed to work
in intra-domain networks. With the advent of Wide Area
Networks, it became mandatory to think about inter-domain
multicast, which needs consensus between different entities.
Some efforts suggested generic solutions [1], [21] but never
got widely accepted in real networks.

Inter-domain multicast is still an open research problem,
and wide deployment of multicast will require solutions.
Overlay networks may create an intra-domain overlay
for multicast forwarding. Past research already explored this
solution [5], [13]. Nowadays, Content Delivery Networks are
usually located near their customers [24]. These CDNs could
act as multicast relays to their receivers, and benefit from intra-
domain multicast in the networks that they serve.

Other research problems remain open and should be ad-
dressed when considering multicast communications at large
scale: (i) multicast applications using encrypted payload [8],
[17], [25] require renewal of encryption keys whenever a
receiver joins/leaves the group; (ii) reliable multicast transport
protocols (such as RMTP [19]) must avoid the ACK-implosion
problem [14]; (iii) resource authentication requires techniques
ensuring that the receivers read data sent by the correct source.

IV. DISCUSSION

This paper proposes to reconsider the use of multicast
protocols for point-to-multi-points communications.

Multicast adds complexity in the network and in the trans-
port protocols compared to a unicast model [3], [8]. However,
with an identical workload, multicast reduces the resource-
consumption as less duplicated packets flow in the network.
This, in turn, can lead to a reduction in energy consumption.

Additionally, we showed that some past issues of multicast
could be solved with recent protocols such as BIER and the
existing Internet architecture.

The last decades focused on designing easy-to-deploy and
easy-to-maintain solutions, at the cost of an overuse of Internet
resources. A naive solution has historically been to increase
the network capacity and the servers’ computing power. It led
to an ever-increasing energy consumption, which was not a
concern at that time.

We argue that it may be the time to reconsider this trade-
off and focus more on the energy-efficiency of our protocols
and communications. Multicast can be a step towards this
direction.
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